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KENYA BUREAU OF STANDARDS INFORMATION SECURITY POLICY

Kenya Bureau of Standards is committed to protécting its information assets
from all threats whether internal or external, deliberate or accidental. This is
to ensure preservation of Confidentiality, Integrity, and Availability (C.l1.A.) of
information that guarantees business continuity, minimizes business loss by

detecting and preventing security incidences.

In support of this commitment the management of Kenya Bureau of
Standards shall ensure that this policy is implemented to meet the
requirements of ISO/IEC 27001:2013 standard and that of KEBS internal
business requirements. All Kenya Bureau of Standards employees,
customers and interested parties who have any involvement with information
assets and processes covered within the scope of the Information Security
Management System shall be responsible for the implementation of this
policy and shall have the support of Kenya Bureau of Standards Top

Management.

The Management of Kenya Bureau of Standards shall review this policy at

the end of every Financial Year for continual improvement.
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